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1	Decision/action requested
This is for discussion to seek common understanding of the topic. 
2	References
[1]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[2]	3GPP TS 33.819: "Study on security for 5GS enhanced support of Vertical and LAN Services”.
3	Background
The SA2 WG have decided that the non-public networks can be implemented either as Standalone NPN (SNPN) or PLMN integrated NPN. The architecture for SNPN has been referenced to clause 4.2.3 and clause 5.30.2 of TS 23.501 [1]. 
However for PLMN integrated NPN the following information is provided in TS 23.501 [1]: 
“Public network integrated NPNs can be enabled using network slicing (see Annex D). To prevent unauthorized UEs from trying to access a Public network integrated NPN, the Closed Access Group (CAG) functionality described in clause 5.30.3 can be used in addition.”
“As network slicing does not enable the possibility to prevent UEs from trying to access the network in areas which the UE is not allowed to use the Network Slice allocated for the NPN, Closed Access Groups may optionally be used in addition to network slicing to apply access control.”
Although no figures have be defined to indicate how exactly network slicing, CAG and their combinations are implemented. Besides some figures have been presented in TS 33.819 [2] indicating he interaction between SNPN and PLMN. No such figures have been presented for PLMN integrated NPNs. This may result in confusion of implementation, such as, the availability of control and user plane interfaces.
 This paper aims to facilitate the discussion on the possible architectural implementation of the CAG and slicing and their respective combinations. Although this paper does not directly addresses the security concerns but hopefully it will help us reach a decision as to what changes should be made in TS 33.501 [1] so that the implementation is clearer and possible proposed security solutions can be explained easier.
4	Architecture reference model
4.1 	NPN deployed using network slicing or Closed Access Group (CAG)
First we consider the deployment option when NPN is deployed using CAG.  As described in 33.501[1], a dedicated group of cells is allocated for NPN deployment in this case. UE first registers with the NPN network and if allowed can access the PLMN network with the corresponding registration. The CAG can be deployed as fully realized separate network with its own network elements operating in the dedicated cells or a fraction of the hosting network where the network functions are shared. Similar deployment criteria can be applied for NPN as a network slice instance.
[image: ]
4.2 	PLMN integrated NPN interaction with PLMN       
In this example we consider the deployment when the NPN is a slice instance of PLMN and using CAG in addition to apply access. As the network functions in the slice instance may or may not have all the available functionalities, they can be treated as separate elements and hence giving a view of completely separate logical NPN deployment. The UE first registers and authenticates itself with the NPN and then registers with PLMN correspondingly. Even though the NPN is deployed as an instance of PLMN, two sets of authentication have to be performed. Here both the networks have their own user plane but share the control plane. The operator may or may not choose to have separate network functions in their deployment scenarios, such as using single AMF for both the networks. Nevertheless, both networks will be treated as separate networks.
[image: ]

5	Concluding Remarks
PLMN integrated NPN can be deployed as a Network slice or CAG or a combination of both. The deployment architecture presented in this paper can provide some guideline to have a clearer image of the interaction of the two networks. 
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